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XM Cyber und der VB Stuttgart:
Gemeinsam eine sichere digitale

Zukunft aufbauen

Auf Basis der souverdnen STACKIT Cloud stdrken der VB Stuttgart und
XM Cyber die digitale Souverdnitdt des Traditionsvereins. Dabei
entstehen eine sichere Grundlage fiir langfristige Innovationen und die
volle Transparenz in der IT-Umgebung.

Die Herausforderung:

Mehr digitale Souverdnitdt und Sicherheit im ProfifuBball

Der VB Stuttgart ist einer der fihrenden deutschen FuBballvereine - eine
Marke mit groBBer Tradition. Unter dem Vorstandsvorsitzenden Alexander
Wehrle hat sich der Verein strategisch auf Wachstum durch Technologie, Daten
und moderne Infrastruktur konzentriert. Wehrles Ziel ist es, Leistung auf dem
Spielfeld mit Spitzenleistungen hinter den Kulissen zu verbinden.

Innovation ist ein Teil der Kernidentitat des Vereins. Der VB Stuttgart setzt
kiinstliche Intelligenz und fortschrittliche Cloud-Systeme ein, um seine Ablaufe
zu verbessern und seine Informationen zu sichern. Alexander Wehrle: "Mit der
Schaffung einer starken Digital-Infrastruktur verfligen wir nun tber die
Flexibilitat und Effizienz, um eine ganzheitliche Digitalisierung beim VB
voranzutreiben — nicht als Selbstzweck, sondern als Schlissel, um Spitzensport,
Stadionerlebnis, Fan-Services und interne Prozesse entscheidend

weiterzuentwickeln."

Die Vereinsfihrung bendtigte eine zuverlassige Losung fir das
Datenmanagement und die vollstandige Kontrolle Gber die digitale
Umgebung. Der Verein legte klare Prioritaten fest: Transparenz, Skalierbarkeit
und vollstandige Unabhangigkeit von externer Kontrolle. Der Verein suchte
nach einer Lésung, die mit den européischen Datenschutzbestimmungen
Ubereinstimmt und die Vorliebe des Vereins fir vertrauenswiirdige, regional
ansdssige Partner widerspiegelt, die die Datensouveranitat unterstitzen - ein
Fokus, den XM Cyber direkt teilt.

Die Losung:
Eine Grundlage fiir sicheres, unabhdngiges Wachstum

Der VfB Stuttgart entschied sich fiir XM Cyber, um die Transparenz in
seiner IT-Umgebung zu verbessern und die Datenhoheit zu gewahrleisten.
Die XM Cyber-Plattform lauft auf der sicheren européischen Cloud-
Infrastruktur von STACKIT und bietet dem Verein eine klare, kontinuierliche
und vollstandig konforme Sicht auf die Risiken aller genutzten Systeme.

Die XM Cyber-Plattform zeigt Risiken und Prioritdten prazise auf, so dass
sich das |T-Team auf das Wesentliche konzentrieren kann. Die
Bereitstellung erfolgte schnell und stabil, ohne Auswirkungen auf den
téglichen Betrieb des Vereins.
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A Brand of Schwarz Digits

Durch die Kombination von XM Cyber und STACKIT erhielt der Club eine
besonders starke Grundlage fir digitale Unabhangigkeit. Das IT-Team arbeitet
nun mit voller Transparenz Uber alle Systeme hinweg und verlasst sich auf eine
stabile, skalierbare Infrastruktur, die den Verein fir das weitere digitale
Wachstum ristet. Alexander Wehrle: "Zusammen mit dem souverénen Hosting
Uber STACKIT entsteht so eine digitale Infrastruktur, die nicht nur sicher,
sondern auch skalierbar und zukunftssicher ist."

Vorteile und Ergebnisse:

Sichtbarkeit, Pravention und Vertrauen

XM Cyber gibt dem VB Stuttgart die Méglichkeit, Schwachstellen zu finden
und zu beheben, bevor sie zu Problemen werden. Das Team arbeitet nun mit
voller Transparenz in seiner Umgebung und kann frihzeitig handeln, um die
Systeme zu schitzen.

XM Cyber bietet dem IT-Team einen transparenten Uberblick {iber die
Sicherheitslage, einschlieBlich spezifischer Empfehlungen und
AbhilfemaBnahmen. Dank dieser Fahigkeit kann die Abteilung potenzielle
Risiken friihzeitig erkennen und proaktiv reagieren. Wie Alexander Wehrle
anmerkt, ist dies vergleichbar mit der modernen Verletzungspravention im
ProfifuBball: , Wer Risiken rechtzeitig erkennt und gezielt gegensteuert, bleibt
langfristig wettbewerbsfahig.”

Fir Alexander Wehrle ist das wie moderne Verletzungspréavention im
ProfifuBball: "Wer Risiken rechtzeitig erkennt und gezielt gegensteuert, bleibt
langfristig wettbewerbsfahig."

Sicherheit ist ein noch gréBerer Teil der Vereinskultur geworden. Die Fihrung
betrachtet sie als strategische Funktion, die die Stabilitdt des Unternehmens
und die operative Starke unterstiitzt. Gemeinsam sorgen XM Cyber und
STACKIT dafir, dass Daten, Anwendungen und Infrastruktur nach europaischen
Standards geschutzt sind. Das Ergebnis ist eine sichere und transparente
digitale Grundlage, die die Zukunft der Organisation unterstitzt.

Empfehlung und Ausblick:

Ein Modell fir die sichere digitale Transformation

XM Cyber bietet den Einblick und die Kontrolle, die es dem VB Stuttgart
ermdglichen, mit Zuversicht voranzugehen. "Wir kénnen fundierte
Entscheidungen treffen, weil wir potenzielle Sicherheitsrisiken friihzeitig
erkennen und diesen gezielt gegensteuern”, sagt Alexander Wehrle.

Der Verein baut seine digitalen Méglichkeiten weiter aus und setzt dabei auf
Transparenz und Vertrauen. Die Partnerschaft mit XM Cyber zeigt, wie
professionelle Sportorganisationen durch eine sichere und zuverlassige
Infrastruktur sowohl Unabh&ngigkeit als auch Innovation erreichen kénnen.
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XM Cyber is a leader in hybrid cloud exposure management that’s changing the way organizations approach cyber risk.
XM Cyber transforms exposure management by demonstrating how attackers leverage and combine misconfigurations,
vulnerabilities, identity exposures, and more, across AWS, Azure, GCP and on-prem environments to compromise critical
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assets. With XM Cyber, you can see all the ways attackers might go, and all the best ways to stop them, pinpointing
where to remediate exposures with a fraction of the effort. Founded by top executives from the Israeli cyber intelligence
community, XM Cyber has offices in North America, Europe, Asia Pacific and Israel.




